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Adding access to external S3 buckets

Learn how to configure access to external S3 buckets in Cloudera Data Warehouse (CDW) Public Cloud clusters running on AWS environments.

When you create a Virtual Warehouse in the CDW Public Cloud service, a cluster is created in your AWS account. This cluster has two buckets. One bucket is used for managed data and the other is used for external data. The naming convention for these two S3 buckets that are created by the CDW service is described below:

- `<s3-bucket-name>-<random-string>-dwx-managed`

  For example, if you specified the bucket name `dwx-data` when you registered your environment with Management Console, the managed data S3 bucket might be named something like: `dwx-data-t8hq-dwx-managed`

- `<s3-bucket-name>-<random-string>-dwx-external`

  Continuing the above scenario where you specified `dwx-data` as the bucket name during environment registration, the external S3 bucket might be named: `dwx-data-8nhs-dwx-external`

Access to these two buckets is controlled by AWS instance profiles. To add additional external AWS S3 buckets to your CDW service cluster, you can use the CDW UI.
Adding read only or read/write access using default encryption to external buckets in the same account

You can configure read only or read/write access using default encryption to external S3 buckets that reside in the same AWS account as the Cloudera Data Warehouse (CDW) Public Cloud cluster.

About this task

| Important: |
| If you configure read only access to an external S3 bucket, there is no need to restart Virtual Warehouses. However, if you configure read/write access to an external S3 bucket, you must restart Virtual Warehouses by suspending them and starting them again. Alternatively, you can create a new Virtual Warehouse to use the external S3 bucket with read/write access. |

Required role: DWAdmin

Before you begin

- Identify which environment you want to configure for access to an external bucket in another AWS account. In the CDW UI, expand the Environments column by clicking the More... menu, and then click on the environment tile. This causes the Database Catalog and Virtual Warehouses that use this environment to be highlighted in the CDW UI. Choose the environment that is activated for the Virtual Warehouses you want to use with the external AWS bucket.
- In the AWS Management Console, identify the external S3 bucket you want to configure access to.
Steps

1. On the CDW UI Overview page, navigate to the environment tile for the environment for which you want to configure access to an external AWS bucket, and then click the edit icon. This loads the Environment Details page.

2. In the Environment Details page, toward the bottom of the page, type the name of the AWS bucket you want to configure access to in the Add External S3 Bucket text box:

3. Specify whether **Read Only** or **Read Write** access is needed.

**Note:**
**For Read Write access only:** If you do not need to use a custom encryption key, leave the ENCRYPTION SETTINGS text box blank. If you do not use a custom key, the system uses AES256 encryption by default. If you need to use a custom encryption key, see the "Related Information" section at the bottom of this page for a link to instructions for adding a custom key when you configure read/write access to an external S3 bucket. **Read Only** access does not involve encryption.
4. Click **Add Bucket** to save the configuration. A success message displays at the top of the page.

**What to do next:**

If you have configured **Read Write** access, you must restart the Virtual Warehouses that are associated with this environment for the configuration changes to take effect.

**Adding read-only or read/write access using default encryption to external buckets in a different account**

Learn how you can configure read-only or read/write access using default encryption to external S3 buckets in AWS accounts that are different from the account where the Cloudera Data Warehouse (CDW) Public Cloud cluster resides.

**About this task**

**Important:** If you configure read only access to an external S3 bucket, there is no need to restart Virtual Warehouses. However, if you configure read/write access to an external S3 bucket, you must either restart Virtual Warehouses by suspending them and starting them again. Alternatively, you can create a new Virtual Warehouse to use the external S3 bucket with read/write access.

**Required role:** DWAdmin

**Before you begin**

- Identify which environment you want to configure for access to an external bucket in another AWS account. In the CDW UI, expand the Environments column by clicking the **More...** menu, and then click on the environment tile. This causes the Database Catalog and Virtual Warehouses that use this environment to be highlighted in the CDW UI. Choose the environment that is activated for the Virtual Warehouses you want to use with the external AWS bucket that resides in a different AWS account.

- In the AWS Management Console for the different account, identify the external S3 bucket you want to configure access to.
Steps

1. On the CDW UI Overview page, navigate to the environment tile for the environment for which you want to configure access to an external AWS bucket, and then click the edit icon. This loads the Environment Details page.

2. In the Environment Details page, toward the bottom of the page, type the name of the AWS bucket you want to configure access to in the **Enter s3 bucket name** text box.

3. Select **Bucket belongs to a different AWS Account**. The CDW bucket policy displays.

4. In the window that displays the CDW bucket policy, click the copy icon on the right margin of the window:

   ![Copy Icon](Copy_icon.png)

   **Click the copy icon.**

5. Open the AWS Management Console for the different account where the external bucket is located and navigate to the bucket to which you want to configure access.
6. On the bucket details page of AWS Management Console, click the Permissions tab, click Bucket Policy, paste the policy from CDW, and click Save:

7. In the CDW UI Environment Details page, specify either Read Only or Read Write access for the external bucket.

Note:
For Read Write access only: If you do not need to use a custom encryption key, leave the ENCRYPTION SETTINGS text box blank. If you do not use a custom key, the system uses AES256 encryption by default. If you need to use a custom encryption key, see the "Related Information" section at the bottom of this page for a link to instructions for adding a custom key when you configure read/write access to an external S3 bucket. Read Only access does not involve encryption.

8. Click Add Bucket to save the configuration. A success message displays at the top of the page.
Adding a custom key for read/write access to external buckets

You can also configure a custom key for read/write access to an external S3 bucket from Cloudera Data Warehouse (CDW) Public Cloud on AWS.

About this task
Sometimes you have a custom encryption key configured for the external S3 bucket you want to access from CDW. In that case, you can perform the steps described in this topic to use your own custom key.

Encryption key configuration is only needed if you are configuring read/write access to the external bucket and you want to use your own custom encryption key.

Important:
If you want to use a custom key, you must perform the configuration described in this topic whether the bucket is in the same AWS account as CDW or if the bucket resides in a different AWS account.

Required role: DWAdmin

Before you begin
- Identify which environment you want to configure for access to an external bucket in another AWS account. In the CDW UI, expand the Environments column by clicking the More... menu, and then click on the environment tile. This causes the Database Catalog and Virtual Warehouses that use this environment to be highlighted in the CDW UI. Choose the environment that is activated for the Virtual Warehouses you want to use with the external AWS bucket that resides in a different AWS account.

- In the AWS Management Console, identify the external S3 bucket you want to configure access to.
Steps

1. On the CDW UI Overview page, navigate to the environment tile for the environment for which you want to configure access to an external AWS bucket, and then click the edit icon. This loads the Environment Details page.

2. In the Environment Details page, toward the bottom of the page, type the name of the AWS bucket you want to configure access to in the Enter s3 bucket name text box.

3. (Optional) If you want to configure access to an S3 bucket in a different AWS account, select Bucket belongs to different AWS Account.

4. Select Read Write. This causes the ENCRYPTION SETTINGS text box and a key policy to display.

5. In the AWS Management Console for the account where the S3 bucket resides, navigate to the Key Management Service, and select Customer Managed Keys in the left navigation menu:

On the Customer managed keys page, select the key you want to use.
6. On the key details page, select the **Key policy** tab in the center panel of the page:

This displays the key policy for the customer-managed key.
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7. In the CDW Environment Details page, copy the Amazon Resource Names (ARNs) associated with the environment that displays in the panel:

The actions listed in the above screen image are the minimum set of actions needed by CDW:

```
"Action": [
    "kms:Encrypt",
    "kms:Decrypt",
    "kms:ReEncrypt*",
    "kms:GenerateDataKey*",
    "kms:DescribeKey"
]
```

The key policy you use should allow at least these actions.

---
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8. Return to the key details page in the AWS Management Console, click **Edit** in the upper right corner of the **Key policy** tab, paste the 2 ARNs to append them after the existing ARNs in the key policy, and then click **Save changes**:

The key policy shown in the above screen capture lists "kms:*" in the "Action" section of the policy. This indicates that all actions are allowed. At minimum, CDW requires the "Encrypt", "Decrypt", "ReEncrypt*", "GenerateDataKey*", and the "DescribeKey" actions as shown on the screen capture in Step 7.

If there is no key policy on the **Key Policy** tab of the key details page, copy and paste the entire key policy in the AWS Management Console from the CDW UI.

---
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9. After you save the changes to the key policy in the AWS Management Console, copy the ARN from the **General configuration** section of the key details page:

![General configuration](image)

10. In the CDW Environment details page, add the ARN you copied in Step 9 to the **ENCRYPTION SETTINGS** text box:

![Encryption Settings](image)

- Paste the ARN from the AWS Management Console to CDW.

11. Click **Add Bucket** to save the configuration. A success message displays at the top of the page.

---
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